
 

 
 
Security declaration for network-compatible products 
 
It is hereby declared that the KERN connectable products (or ‘smart’ products) comply with 
the following obligations: 

- Part 1 of the Product Security and Telecommunications Infrastructure (PSTI) Act 2022 
- The Product Security and Telecommunications Infrastructure (Security Requirements 

for Relevant Connectable Products) Regulations 2023. 
 
The following conditions apply: 

Customers / users must ensure that only unique passwords are used for the network 
connection of our products. Passwords must not be based on incremental counters; based 
on or derived from publicly available information; based on or derived from unique product 
identifiers, such as a serial number unless this is done using an encryption method, or keyed 
hashing algorithm, that is accepted as part of good industry practice; or otherwise easily 
guessable.  

In the event of security problems occurring in connection with our products, customers / 
users must contact the following email address:  

info@kern-sohn.com 

Customers / users will receive a confirmation of receipt within 5 working days and 
subsequently be informed on the status of their request. 

Disclaimer: KERN products cannot be updated directly by the customer. In the event of a 
security vulnerability, KERN & SOHN will take appropriate measures to resolve it. 

 

This declaration is the responsibility of the manufacturer: 

KERN & SOHN GmbH 
Ziegelei 1 
72336 Balingen-Frommern 
Deutschland 

 

For and on behalf of KERN & SOHN GmbH 
 

___________________ 
Sebastian Duft 
Head of Department Production & Development 
Date: 2024-03-21 


